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PRIVACY POLICY PURPOSE STATEMENT  

J & J Snack Foods Corp. (hereafter referred to as the “Company” “we”, “us”, or “our”) respects your privacy 
and is committed to protecting your personal data. This Privacy Policy tells you about your privacy rights, how 
the law protects you, and how we look after your personal information. We may change this Policy from time 
to time so please check this page occasionally to ensure that you’re happy with any changes. By using our 
website, you’re agreeing to be bound by this Policy. For employees, applicants and independent contractors 
who reside in the state of California, please see the Company’s Employee Privacy Policy Statement for 
California Residents. 

HOW CAN YOU CONTACT US? 



The Company is the controller and responsible for your personal data. We have appointed a data privacy 
manager who is responsible for overseeing questions in relation to this Privacy Policy. If you have any 
questions about this Privacy Policy, including any requests to exercise your legal rights, please contact the 
data privacy manager using the details set out below. 

• Our contact details are: 
Full name of legal entity: J & J Snack Foods Corp. 
Office Responsible: Information Security Office 
Email address: privacy@jjsnack.com 
Postal address: J&J Snack Foods 
350 Fellowship Rd 
Mt. Laurel, NJ 08054 
Telephone number: 800-889-7172 

DATA SETS COLLECTED BY JJSF FOR DIFFERENT REQUESTS 

PERSONALLY IDENTIFIABLE INFORMATION 
• Name 
• Email address 
• Phone number 
• Mailing address 
• Account login details (username, password) 
• Payment details (credit card info, billing address) 
• Emergency Contact Information 
• Legal Documentation 

JOB HISTORY  

PROFESSIONAL OR EMPLOYMENT-RELATED INFORMATION 

• Past work history  
• Evaluations  
• Recommendation Letters  
• Compensation and Benefits Data  
• Education Records Background 

DEVICE INFORMATION 

• IP address 
• Browser type and version 
• Operating system and platform 
• Device type (mobile, desktop, tablets) 

 

USAGE DATA 

• Pages visited 



• Time spent on pages 
• Date and time of visit 

 

LOCATION DATA 

• Approximate geolocation (from IP address) 
• GPS data (if user grants location access) 

COOKIE AND TRACKING DATA 

• Unique device identifiers 
• Session information 
• Preferences (e.g., language, layout) 
• Authentication tokens 

 

LEGAL COMPLIANCE FRAMEWORK 

CALIFORNIA (CCPA/CPRA) 

J & J Snack Foods provides consumers with the right to access, delete, correct, and opt out of the sale or 
sharing of personal data. Requires businesses to provide notice at collection and maintain reasonable 
security procedures. Consumers may limit the use of sensitive personal data. 

We do not collect sensitive personal information unless required for specific services and disclose at the 
time of collection. 

, 

YOUR RIGHTS UNDER CCPA 

If you are a California resident, you have the following rights: 

• Right to Know: Request information about the personal information we collect, use, disclose, or sell. 
• Right to Delete: Request deletion of personal information we collect, subject to certain exceptions. 
• Right to Correct: Request correction of inaccurate personal information. 
• Right to Opt-Out: opt out of the sale or sharing of your personal information. 
• Right to Limit Use of Sensitive Information: Where applicable, limit how sensitive personal 

information is used. 
• Right to Non-Discrimination: You will not be discriminated against for exercising your privacy rights. 

TENNESSEE (TIPA) 

J & J Snack Foods grants consumers the right to access, correct, delete, and opt out of the sale or processing 
of personal data. 



NEW YORK (SHIELD ACT) 

J & J Snack Foods grants consumers the right to access, correct, delete, and opt out of the sale or processing 
of personal data. 

NEW JERSEY (DATA PRIVACY ACT – 2024) 

J & J Snack Foods grants consumers the right to access, correct, delete, and opt out of the sale or processing 
of personal data. 

THE OREGON CONSUMER PRIVACY ACT (OCPA) 

J & J Snack Foods grants consumers the right to access, correct, delete, and opt out of the sale or processing 
of personal data. 

ILLINOIS PRIVACY LAWS:  

BIOMETRIC INFORMATION PRIVACY ACT (BIPA) 
PERSONAL INFORMATION PROTECTION ACT (PIPA) 
ILLINOIS DATA PROTECTION AND PRIVACY ACT 

J & J Snack Foods grants consumers the right to access, correct, delete, and opt out of the sale or processing 
of personal data. 

GENERAL DATA PROTECTION REGULATION (GDPR) 

Applies to any organization processing data of EU residents. Requires a legal basis for processing (e.g., 
consent, legitimate interest, contractual necessity). Grants data subjects’ rights include access, 
rectification, erasure, data portability, and objection.  

WHAT TYPE OF INFORMATION IS COLLECTED FROM YOU? 

The personal information we collect might include your name, address, email address, and IP address. You 
may submit personal information to us when you complete a contest entry form, request for information or 
request to join our mailing list. We may also occasionally ask, on a voluntary basis, for personal information 
for our internal use, such as marketing and research. If you purchase a product from us online, your card 
information is not held by us, it is collected by our third-party payment processors, who specialize in the 
secure online capture and processing of credit/debit card transactions, as explained below. 

HOW IS YOUR INFORMATION USED? 

We may use your information to: 

• Process the payment that you have made. 
• Process orders that you have submitted. 
• To carry out our obligations arising from any contracts entered by you and us. 
• Dealing with entries into a competition or sweepstakes. 
• Seek your views or comments on the services we provide. 
• Notify you of changes to our services; or 



• Send you communications which you have requested and that may be of interest to you. These may 
include information about our products or services or promotions of our associated companies' 
goods and services. 

We review our retention periods for personal information on a regular basis. We will hold your personal 
information on our systems for as long as is necessary for the relevant activity, or if is set out in any relevant 
contract you hold with us. 

WHO HAS ACCESS TO YOUR INFORMATION? 

We will not sell or rent your information to third parties. 

We will not share your information with third parties for marketing purposes. The only time we transfer your 
personal information (such as your name and email address) to a third party is when we are using a vendor, 
service provider, or subcontractor to provide products or services to you on our behalf (for example, to 
process your payment or assist in a temporary sweepstakes). We request that these vendors not retain your 
contact information for any longer than is necessary to provide the products or services to you. 

When we use external third-party service providers, we disclose only the personal information that is 
necessary to deliver the service, and we take steps to ensure that they keep your information secure and not 
use it for their own direct marketing purposes. If you have any questions regarding secure transactions, 
please contact us. 

We may also transfer your personal information to a third party (1) as part of a sale of some or all of our 
business and assets to any third party or as part of any business restructuring or reorganization; (2) if we’re 
under a duty to disclose or share your personal data in order to comply with any legal obligation; or (3) to 
enforce or apply our terms of use or to protect the rights, property or safety of our supporters and customers. 

SECURITY 

The Company has taken steps to make all information received from our online visitors as secure as possible 
against unauthorized access and use. All information is protected by our security measures, which are 
periodically reviewed. We limit access to your personal data to those employees, agents, contractors and 
other third parties who have a business need to know. They will only process your personal data on our 
instructions, and they are subject to a duty of confidentiality. 

We have put in place procedures to deal with any suspected personal data breach and will notify you and any 
applicable regulator of a breach where we are legally required to do so. No method of transmission over the 
Internet, or method of electronic storage, is 100% secure. Therefore, we cannot guarantee absolute security. 

COOKIES 

For more information about the cookies we use, please see our Cookie Use Policy. 

CHILDREN 

This Website is offered and available to users who are 18 years of age or older. By using this Website, you 
represent and warrant that you are of legal age to form a binding contract with the Company and meet all of 



the foregoing eligibility requirements. If you do not meet all these requirements, you must not access or use 
the Website. 

DATA RETENTION 

We will only retain your personal data for as long as necessary to fulfil the purposes we collected it for, 
including for the purposes of satisfying any legal, accounting, or reporting requirements. To determine the 
appropriate retention period for personal data, we consider the amount, nature, and sensitivity of the 
personal data, the potential risk of harm from unauthorized use or disclosure of your personal data, the 
purposes for which we process your personal data and whether we can achieve those purposes through 
other means, and the applicable legal requirements. 

YOUR LEGAL RIGHTS 

If you are a resident of a country in the European Union and under certain circumstances, you have rights 
under data protection laws in relation to your personal data to: 

REQUEST ACCESS 

to your personal data (commonly known as a “data subject access request”). This enables you to receive a 
copy of the personal data we hold about you and to check that we are lawfully processing it. 

REQUEST CORRECTION 

of the personal data that we hold about you. This enables you to have any incomplete or inaccurate data we 
hold about you corrected, though we may need to verify the accuracy of the new data you provide to us. 

REQUEST ERASURE 

This enables you to ask us to delete or remove personal data where there is no good reason for us continuing 
to process it. You also have the right to ask us to delete or remove your personal data where you have 
successfully exercised your right to object to processing (see below), where we may have processed your 
information unlawfully or where we are required to erase your personal data to comply with local law. Note, 
however, that we may not always be able to comply with your request of erasure for specific legal reasons 
which will be notified to you, if applicable, at the time of your request. 

OBJECT TO PROCESSING 

You can object to your personal data where we are relying on a legitimate interest (or those of a third party) 
and there is something about your situation which makes you want to object to processing on this ground as 
you feel it impacts on your fundamental rights and freedoms. You also have the right to object to where we 
are processing your personal data for direct marketing purposes. In some cases, we may demonstrate that 
we have compelling legitimate grounds to process your information which overrides your rights and 
freedoms. 

REQUEST THE TRANSFER 

Requesting the transfer of your personal data to you or to a third party. We will provide you, or a third party 
you have chosen, with your personal data in a structured, commonly used, machine readable format. Note 



that this right only applies to automated information which you initially provided with consent for us to use or 
where we used the information to perform a contract with you. 

WITHDRAW CONSENT AT ANY TIME 

Withdraw consent at any time where we are relying on consent to process your personal data. However, this 
will not affect the lawfulness of any processing carried out before you withdraw your consent. If you withdraw 
your consent, we may not be able to provide certain products or services to you. We will advise you if this is 
the case at the time you withdraw your consent. If you wish to exercise any of the rights set out above, please 
contact us. 

NO FEE USUALLY ACQUIRED 

You will not have to pay a fee to access your personal data (or to exercise any of the other rights). However, 
we may charge a reasonable fee if your request is clearly unfounded, repetitive or excessive. Alternatively, we 
may refuse to comply with your request in these circumstances. 

WHAT WE MAY NEED FROM YOU 

We may need to request specific information from you to help us confirm your identity and ensure your right 
to access your personal data (or to exercise any of your other rights). This is a security measure to ensure that 
personal data is not disclosed to any person who has no right to receive it. We may also contact you to ask 
you for further information in relation to your request to speed up our response. 

TIME LIMIT TO RESPOND 

We try to respond to all legitimate requests within one month. Occasionally it may take us longer than a 
month if your request is particularly complex or you have made several requests. In this case, we will notify 
you and keep you updated. 

10DLC COMPLIANCE AND MESSAGING POLICY 

As part of our communication services, we may use SMS and MMS messaging via 10DLC (10-Digit Long 
Code) to contact users with important updates, alerts, and promotional information. By providing your 
mobile number and opting into our messaging services, you consent to receive text messages from us in 
accordance with this policy. 

We comply with industry regulations and carrier requirements for 10DLC messaging, including registration of 
our messaging campaigns and use cases. These messages may include: 

• Transactional alerts 

• Account updates or notifications 

• Customer service responses 

• Promotional content (with your prior consent) 

You may opt out of SMS communications at any time by replying “STOP” to any message. Standard message 
and data rates may apply depending on your mobile carrier. 



We do not sell, rent, or share your phone number with third parties for their marketing purposes. Your 
information is only used to facilitate communication as described above and is protected in accordance with 
this Privacy Policy. 

For questions or support regarding our messaging services, you may contact us at: 

Email: privacy@jjsnack.com 

Toll Free: 800-889-7172 

OPTING IN OR OUT 

You have a choice about whether you wish to receive information from us. If you do not want to receive direct 
marketing communications from us, then you can select your choices by clicking the relevant boxes situated 
on the form on which we collect your information. We will not contact you for marketing purposes if you have 
indicated that you do not wish to be contacted. 

You can change your marketing preferences at any time or “opt out” by contacting us at the address below. 
Where you opt out of receiving marketing messages by clicking on the “opt out” link in our emails, this will 
not apply to personal data provided to us because of a product/service purchase, product/service 
experience or other transactions. 

The accuracy of your information is important to us. We’re working on ways to make it easier for you to review 
and correct the information that we hold about you. In the meantime, if you change your contact information, 
or obtain or delete the personal information we hold about you, please email us at the address below. 

Transferring your information to the United States 

We are based in the United States, so if you use our website from another country, your personal information 
may be transferred to the United States. By submitting your personal data, you agree to this transfer, storing 
or processing. 

We will only use personal information provided in the request to verify the requestor's identity or authority to 
make it. 

 

HOW TO EXERCISE YOUR PRIVACY RIGHTS 

You may exercise your rights by contacting J &J Security Team: 

• Toll Free # 1-800-889-7172 
• Emailing us at: privacy@jjsnack.com 

To protect your privacy, we may verify your identity before processing your request. 

Your request must: 

• Provide sufficient information that allows us to reasonably verify you are the person about whom we 
collected Personal Information or an authorized representative, which may include: 

mailto:privacy@jjsnack.com


o Providing at least three (3) pieces of information that match the information we have about 
you. 

o Providing a signed declaration, under penalty of perjury, that you are the individual about 
whom you have submitted the request, or that you are legally authorized to submit the 
request on the individual’s behalf. 

• Describe your request with sufficient detail that allows us to properly understand, evaluate, and 
respond to it. 

We cannot respond to your request or provide you with Personal Information if we cannot verify your identity 
or authority to make the request and confirm that the Personal Information relates to you.  
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